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Objectives/Goals bstrac
RSA encryption i used to protect a persons privacy on the interngie

eé%? ion process
O veoLis experiment is to
Methods/M aterials

For this experiment, | programmed my own Probabilig{c Ferma i ng python and also built
asimple deterministic brute force algorithm to com agal R 0it Fermat#s unique advantages
to vary confidence levels, | introduced a#Fermat Witness i meteENo control the number of

To compare the Probabilistic approach (Fermat) vs tog N (Drute force) approach, my program
ran many numbers through both engines while 6 ' imey took for each of the methods to

determine a number#s primeness. Then | also glged -checking component to my python program
to see how varying the #Fermat Witness Limyxg \ R ecision. | optimized the engine by testing

multiple scenarios against the deterrpinistic figgute PRQZACh. The data was exported to excel to
display the relative performance o two disthegt s
Results

gt larger, the Fermat primality test could
\eing much i imprecision. This would make it find prime

at verifying composite numberZ
Conclusions/Discussion
The results of this experimert f t {e}iiVe of the experiment in creating an efficient algorithm for
yi I3p

finding primes. The Fermat Xirng
algorithm for finding prj ‘

Summary t
| creat mal |ty test using a probabilistic approach and Fermat's Little Theorem.

Help Received

My former mentor, DaV|d Crane, helped me to make the Fermat primality test more efficient by speeding
up the time it took to do some of the long calculations.
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